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TrustWorks360 Overview  

TrustWorks360, a subsidiary of IIS Partners, is an Australian based global 

company bringing innovative, and leading technology solutions to the Asia 

Pacific region. TrustWorks360 represents leading solutions to solve current 

and emerging business, privacy and security problems, from Australia, New 

Zealand, Canada, Israel, Europe, and the USA.  

The landscape is changing with laws, obligations, regulations and community 

expectations of organisations to protect personal information and sensitive data is growing and will continue 

to grow.  Compliance and good practice are increasingly difficult and expensive to manage without 

automated solutions.  

Technology and tools, particularly PETs (Privacy Enhancing Technologies) are a rapidly growing solution area 

with new capabilities being developed in response to the increasing demand globally.   

Australian organisations can benefit from the use of these emerging technologies developed to meet the 

needs of organisations in geographies with the sort of obligations with which Australian organisations will be 

required to comply.    

Our Partners 

We partner with innovative technology vendors that we believe solve significant privacy and security 

compliance problems. We act as a local reseller and provide implementation and support services to ensure 

the solutions deliver value to clients.  

Partner  Business Problem   Offering(s)  

One Trust  
www.onetrus
t.com  
  

Obligations in privacy, security and data 
protection are becoming stronger and more 
complex both locally and globally. It's 
becoming increasingly difficult for 
organisations to maintain compliance in an 
efficient and effective way.   

The One Trust platform enables business to gain 
visibility, create actionable insights, and deliver 
automation across privacy and data discovery, 
GRC, ethics, and ESG. It is a ccomprehensive 
privacy, risk and ESG platform supporting with 
products including:  

• Privacy Program Mgt.  
• GRC including Third Party Risk Mgt.   
• Data Discovery, Mapping and 

Governance  

 
Securiti  
www.securiti
.ai  
  
  

In order to protect data organisations must be 
aware of exactly what data they have, where 
its stored, if they should keep it and if its 
adequately protected. Data Governance is a 
basic requirement for good business practice 
and to comply with privacy obligations, yet 
many large organisations don’t practice good 
data governance.  

 
Enable enterprises to safely harness the 
incredible power of data and the cloud by 
controlling the complex security, compliance and 
privacy risks through a suite of products that 
discover the data held and apply governance 
controls to meet obligations.   
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Partner  Business Problem  Offering(s) 

QPrivacy   
www.qprivacy.
com   
  
 

Organisations utilise many 3rd party tools on 
websites and mobile apps to improve 
customer experience or sales/marketing 
outcomes (e.g., Google Analytics, Adobe, 
Intercom). These tools often send that data 
to their servers or sell it to their customers. 
This can be a breach of privacy laws, 
privacy policy, cross boarder data transfers 
and commercially sensible practices. 

QP Audit – identifies the actual data flowing to 
each third party to determine if there is an issue 
to be remediated.  
QP Rules – Configurable protection against data 
leakage by controlling what data flows to which 
third parties and what is blocked, encrypted or 
tokenised.   

Prighter  
www.prighter.c
om 
  
  

A local privacy representative is required in 
many geographies to comply with privacy 
laws or regulations. It is also a requirement 
in many geographies that, in the event of a 
breach, a series of time bound 
communications be made to a range of 
regulators or government authorities. 
Complying with both can be expensive and 
time consuming.   

Privacy Representation aaS – local privacy 
representation via Prighter or one of their 
partner law firm who as act your local 
representative. 
Data Breach Management tool – risk assessment 
and configured response requirements for a 
breach  
Prighter DSR – manages the flow and completion 
of Data Subject Right requests (where required)   

 
Global Radar  
  
www.globalrad
ar.com 
 
   
   

Compliance with AML/CTF laws around the 
globe is a complex and expensive task, and 
if not done correctly can result in 
enormous fines. If not streamlined can  
The ability to identify the ultimate 
beneficial owner (UBO) can be com 

The solution provides an integrated AML/CTF 
platform that includes Know Your Customer 
(including Ultimate Beneficial Owner), 
transaction monitoring linked to KYC enabling 
Suspicious Matter Reporting and a centralised 
workflow & management platform to track 
actions and maintain compliance.  

 
ID  Verse   
(Previously OCR 
Labs)   
 
https://idverse.
com 
 

Identifying and re-authenticating 
customers can be a slow and expensive 
process if not done well can have serious 
consequences. Additionally holding 
personal ID documents increases the risk of 
a data breach.   

Digital identification and biometric identification 
services using facial recognition and document 
verification ML models increasing the speed and 
accuracy of verification while reducing the need 
to hold ID documents, and therefore risk of a 
data breach. 

 

 

Contact Details: 
David Roberts 

Managing Director  
TrustWorks360 

Phone: +61 409 501 226 

Email: droberts@trustworks360.com 

Web: www.trustworks360.com 

Linked In: TrustWorks360 
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